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[bookmark: _Toc350282908][bookmark: _Toc350282603]* * * Start of 1st Change * * * *
[bookmark: _Toc350282931][bookmark: _Toc350282914]16.10.2	Handover procedure from 3GPP access to WLAN on S2a in multi-connection mode
[bookmark: _Toc350282853]16.10.2.1	Handover in multi-connection mode from 3GPP access to WLAN on GTP S2a
The following procedure is used to handover one or more PDN connections from 3GPP access to the Trusted WLAN.The steps involved in this procedure are depicted below for both the non-roaming and roaming cases. It is assumed that while the UE is served by the 3GPP access, PMIPv6 or GTP tunnel(s) are established between the Serving GW and the PDN GW in the EPC. 


Figure 16.10.2.1-1: Handover from 3GPP access to Trusted WLAN on GTP S2a for roaming and non-roaming scenarios
In the Local Breakout case, the 3GPP AAA Proxy forwads messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN. In the home routed roaming and non-roaming cases, the vPCRF and the 3GPP AAA Proxy are not involved, except for the authentication and authorization in step 2.
For connectivity to multiple PDNs the following applies:
-	If the UE is connected to both 3GPP access and TWAN before the handover of PDN connection(s) to Trusted WLAN is triggered, steps 1 to 4 shall be skipped and the UE shall only perform step 5 for each PDN connection that is being transferred from 3GPP access.
-	If the UE is connected only to 3GPP access before the handover of PDN connection(s) to Trusted WLAN is triggered, steps 1 to 4 shall be performed. The UE shall then repeat step 5 for each of the PDN connections that is being transferred from 3GPP access.
-	Step 6 shall be repeated for each PDN connection that is being transferred from 3GPP access.
Step 5 can occur in parallel for each PDN connection. Other impacts related to the handover for multiple PDNs are described in clause 8.1.
0. The UE is connected in the 3GPP access and has PMIPv6 or GTP tunnel(s) on the S5/S8 interface.
1.  The UE discovers the trusted WLAN access and determines to transfer one or more of its active PDN connections from the currently used 3GPP access to the discovered trusted WLAN.
2.  The UE performs access authentication and authorization in the trusted WLAN. This step is the same as step 2 of the initial attach procedure in subclause 16.2.1, where in this case Multi-Connection Mode is requested by the UE.
3.  TWAN sends EAP success to the UE and completing EAP authentication. This step is the same as step 8 of the initial attach procedure in subclause 16.2.1.
4.  If NSWO is authorized for the UE in step 2, anytime after step 3 the UE may send a L3 attach request to the TWAN for NSWO and receive the address or prefix of the NSWO from TWAN. 
5.  The UE performs UE-initiated connectivity request procedure for Multi-Connection Mode according to subclause 16.8.1 with the following exception:
a) The UE sends a PDN Connectivity Request message to the TWAN with Request Type indicating “Handover”.
b) The UE indicates the APN corresponding to the PDN connection which is being handed over to TWAN in the PDN Connectivity Request message. If the APN is not provided, and the subscription context from HSS/AAA contains a PDN GW identity and APN pair corresponding to the default APN, the TWAN uses the default APN.
c) Upon receiving the PDN Connectivity Request message, the TWAN selects the PDN GW as indicated in the subscription data received from the 3GPP AAA Server and sends Create Session Request to the selected PDN GW. Since the Request Type is “Handover”, a Handover Indication is included in the Create Session Request.
NOTE:	In case there are multiple PDN connections to the same APN the PDN connection is selected by the PDN GW as it is specified in clause 8.1
6.  The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as defined in clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [6], clause 5.4.4.1.

* * * End of Changes * * * *
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